**Datenschutzerklärung Website**

Name: MultiAppsFactory Korlátolt Felelősségű Társaság

Sitz: 1024 Budapest, Margit krt. 57. 2. em. 5.

Handelsregisternummer: 01-09-357239

Steuernummer: 26278823-2-41

E-Mail-Adresse: info@multiappsfactory.hu

Telefonnummer: +36-30/813-2598

Vertreten durch: Attila Szabó

**Ziel und Anwendungsbereich der Erklärung**

Die MultiAppsFactory Kft. verarbeitet, bearbeitet und speichert die für sie verfügbar gestellten personenbezogenen Daten zu gesetzlich vorgegebenen Zwecken und für eine von Rechtsnormen bestimmte oder gesetzlich erlaubte und von ihr bestimmte Zeitdauer.

Ziel der Erklärung ist es die rechtmäßige Ordnung der bei dem Verantwortlichen geführten Verzeichnisse zu bestimmen, und die Wirksamkeit der verfassungsrechtlichen Prinzipien des Datenschutzes, des Rechts auf informationelle Selbstbestimmung und der Anforderungen der Sicherheit personenbezogener Daten zu gewährleisten. Weiteres Ziel der Erklärung ist es die vom Verantwortlichen angewandten Datenschutz- und Verarbeitungsgrundsätze und die Datenschutz- und Verarbeitungspolitik des Verantwortlichen, zu der er sich verpflichtet hat, festzulegen.

Ziel der Erklärung ist es, dass durch die Anwendung und Durchführung dieser Erklärung die Tätigkeit der MultiAppsFactory Kft. auch in der Praxis den Rechtsvorschriften bezüglich Datenschutz entspricht, dass die Wirksamkeit der Grundrechte bezüglich Datenschutzes der durch die Verarbeitung betroffenen personenbezogenen Daten gewährleistet wird und das die Datensicherheitsanforderungen eingehalten und gewährleistet werden.

**Begriffsbestimmungen:**

**Personenbezogene Daten:** alle Informationen, die sich auf eine identifizierte oder identifizierbare natürliche Person (im Folgenden „betroffene Person“) beziehen; als identifizierbar wird eine natürliche Person angesehen, die direkt oder indirekt, insbesondere mittels Zuordnung zu einer Kennung wie einem Namen, zu einer Kennnummer, zu Standortdaten, zu einer Online-Kennung oder zu einem oder mehreren besonderen Merkmalen, die Ausdruck der physischen, physiologischen, genetischen, psychischen, wirtschaftlichen, kulturellen oder sozialen Identität dieser natürlichen Person sind, identifiziert werden kann.

**Besondere Kategorien personenbezogener Daten:** aus denen die rassische und ethnische Herkunft, politische Meinungen, religiöse oder weltanschauliche Überzeugungen oder die Gewerkschaftszugehörigkeit hervorgehen, sowie die Verarbeitung von genetischen Daten, biometrischen Daten zur eindeutigen Identifizierung einer natürlichen Person, Gesundheitsdaten oder Daten zum Sexualleben oder der sexuellen Orientierung einer natürlichen Person ist untersagt.

**Verarbeitung:** jeder mit oder ohne Hilfe automatisierter Verfahren ausgeführten Vorgang oder jede solche Vorgangsreihe im Zusammenhang mit personenbezogenen Daten wie das Erheben, das Erfassen, die Organisation, das Ordnen, die Speicherung, die Anpassung oder Veränderung, das Auslesen, das Abfragen, die Verwendung, die Offenlegung durch Übermittlung, Verbreitung oder eine andere Form der Bereitstellung, den Abgleich oder die Verknüpfung, die Einschränkung, das Löschen oder die Vernichtung.

**Datenübermittlung:** Bereitstellung von Daten für bestimmte Dritte.

**Veröffentlichung:** Bereitstellung der Daten für jeden.

**Löschung:** Unkenntlichmachung der Daten, damit ihre Wiederherstellung nicht möglich ist.

**Dateisystem:** jede strukturierte Sammlung personenbezogener Daten, die nach bestimmten Kriterien zugänglich sind, unabhängig davon, ob diese Sammlung zentral, dezentral oder nach funktionalen oder geografischen Gesichtspunkten geordnet geführt wird.

**Verantwortlicher:** der allein oder gemeinsam mit anderen über die Zwecke und Mittel der Verarbeitung von personenbezogenen Daten entscheidet.

**Auftragsverarbeiter:** eine natürliche oder juristische Person, Behörde, Einrichtung oder andere Stelle, die personenbezogene Daten im Auftrag des Verantwortlichen verarbeitet;

**Betroffene Person:** jede bestimmte natürliche Person, die anhand der personenbezogenen Daten – direkt oder indirekt – identifiziert oder identifizierbar ist.

**Empfänger:** eine natürliche oder juristische Person, Behörde, Einrichtung oder andere Stelle, der personenbezogene Daten offengelegt werden, unabhängig davon, ob es sich bei ihr um einen Dritten handelt oder nicht.

**Dritter:** eine natürliche oder juristische Person, Behörde, Einrichtung oder andere Stelle, außer der betroffenen Person, dem Verantwortlichen, dem Auftragsverarbeiter und den Personen, die unter der unmittelbaren Verantwortung des Verantwortlichen oder des Auftragsverarbeiters befugt sind, die personenbezogenen Daten zu verarbeiten.

**Einwilligung der betroffenen Person:** jede freiwillig für den bestimmten Fall, in informierter Weise und unmissverständlich abgegebene Willensbekundung in Form einer Erklärung oder einer sonstigen eindeutigen bestätigenden Handlung, mit der die betroffene Person zu verstehen gibt, dass sie mit der Verarbeitung der sie betreffenden personenbezogenen Daten einverstanden ist.

**Verletzung des Schutzes personenbezogener Daten:** eine Verletzung der Sicherheit, die, ob unbeabsichtigt oder unrechtmäßig, zur Vernichtung, zum Verlust, zur Veränderung, oder zur unbefugten Offenlegung von beziehungsweise zum unbefugten Zugang zu personenbezogenen Daten führt, die übermittelt, gespeichert oder auf sonstige Weise verarbeitet wurden.

**E-Mail:** (Electronic mail) elektronische Post. Der Name weist auf die Vorgehensweise der Verfassung beziehungsweise die Weiterleitung der Nachricht, die vollkommen auf elektronischem Wege mit Hilfe von Computernetzwerken erfolgt.

**Internet:** das Internet (Internetworking System) ist ein weltweites Computernetz (sog. Meta-Netzwerk), das die ganze Welt vernetzt und staatliche, militärische, Handels-, Geschäfts-, Bildungs- und sonstige Einrichtungen und einzelne Benutzer verbindet.

**Website, Webportal, Homepage:** elektronische Schnittstelle zur Erscheinung und Informationsübermittlung, die sich üblicherweise auf Servern, die mit dem Internet verbunden sind (Webserver), befindet. Diese Websites verfügen über eine individuelle Adresse (Link), die uns auf die gegebene Website leiten, wenn wir sie in eine Browser-Anwendung eingeben. Die Technologie der Websites ermöglicht uns zwischen einzelnen Inhaltselementen und Links vor- und zurückzuspringen (Hypertext).

**Cookies:** Programmkomponente die die Komfortfunktion von Websites gewährleistet. Es gibt grundsätzlich zwei Arten von Cookies. Eine Art wird auf dem Rechner, die andere Art, das sog. Session-Cookie, wird auf der Serverseite gespeichert. Hinsichtlich Verarbeitung müssen die Session-Cookies geregelt werden. Besucher müssen über die Benutzung von Cookies auf der Website informiert werden und ihre Erklärung muss diesbezüglich dort eingeholt werden.

**Elektronischer Newsletter:** eine üblicherweise automatisch erstellte und von einer Applikation auf die E-Mail-Adresse der Personen, die sich zur Adressliste hinzugefügt haben, gesendete elektronische Nachricht, Information über Transaktionen, Werbung oder sonstige Informationen für Kampagnezwecken.

**Prinzip der Verarbeitung**

Die MultiAppsFactory Kft. verpflichtet sich die personenbezogenen Daten der betroffenen Person zu schützen, und hält die Achtung des Selbstbestimmungsrechts der betroffenen Personen für besonders wichtig. Sie verarbeitet die aufgezeichneten personenbezogenen Daten vertraulich und in Einklang mit den Datenschutzvorschriften. Darüber hinaus trifft sie alle technischen und organisatorische Maßnahmen, die die Sicherheit der Daten garantieren.

Personenbezogene Daten dürfen nur aus bestimmten Zwecken, im Interesse der Ausübung eines Rechts und der Erfüllung von Verpflichtungen verarbeitet werden. Die Verarbeitung muss in jeder Phase den Zielen der Verarbeitung entsprechen, und die Aufnahme und Verarbeitung der Daten muss gerecht und gesetzmäßig erfolgen.

Nur personenbezogene Daten, die zur Verwirklichung des Ziels der Verarbeitung unerlässlich sind und die zur Erreichung der Ziele geeignet sind, dürfen verarbeitet werden. Die personenbezogenen Daten dürfen nur im zur Verwirklichung des Ziels notwendigen Maße und für die dazu notwendige Zeit verarbeitet werden.

Die personenbezogenen Daten behalten ihr Wesen als solche während der Verarbeitung solange es möglich ist ihre Beziehung zur betroffenen Person wiederherzustellen. Die Beziehung zur betroffenen Person kann dann wiederhergestellt werden, wenn der Verantwortliche über die technischen Bedingungen verfügt, die für die Wiederherstellung erforderlich sind.

**Mögliche Rechtsgrundlagen und Ziele der Verarbeitung**

Die personenbezogenen Daten dürfen nur dann verarbeitet werden, wenn mindestens eine der nachstehenden Bedingungen erfüllt ist:

* die **betroffene Person hat ihre Einwilligung** zu der Verarbeitung der sie betreffenden personenbezogenen Daten für einen oder mehrere bestimmte Zwecke **gegeben**;
* die Verarbeitung ist für die **Erfüllung eines Vertrags**, dessen Vertragspartei die betroffene Person ist, oder zur Durchführung vorvertraglicher Maßnahmen erforderlich, die auf Anfrage der betroffenen Person erfolgen;
* die Verarbeitung ist zur **Erfüllung einer rechtlichen Verpflichtung** erforderlich, der der Verantwortliche unterliegt;
* die Verarbeitung ist erforderlich, um **lebenswichtige Interessen** der betroffenen Person oder einer anderen natürlichen Person zu schützen;
* die Verarbeitung ist für die Wahrnehmung einer Aufgabe erforderlich, die im öffentlichen Interesse liegt oder in Ausübung öffentlicher Gewalt erfolgt, die dem Verantwortlichen übertragen wurde;
* die Verarbeitung ist zur Wahrung der **berechtigten Interessen** des Verantwortlichen oder eines Dritten erforderlich, sofern nicht die Interessen oder Grundrechte und Grundfreiheiten der betroffenen Person, die den Schutz personenbezogener Daten erfordern, überwiegen, insbesondere dann, wenn es sich bei der betroffenen Person um ein Kind handelt.

**Sicherheit der Verarbeitung**

Der Verantwortliche ist verpflichtet die Verarbeitung so zu planen und auszuführen, dass bei der Anwendung der Rechtsvorschriften und sonstigen Regeln bezüglich Verarbeitung der Schutz der Privatsphäre der betroffenen Personen gesichert wird.

Der Verantwortliche, beziehungsweise der Auftragsverarbeiter - in seinem Tätigkeitskreis - ist verpflichtet für die Sicherheit der Daten zu sorgen, und ist außerdem verpflichtet technische und organisatorische Maßnahmen zu ergreifen und die zur Durchsetzung der Rechtsvorschriften notwendigen Verfahrensvorschriften zu erstellen.

Die Daten müssen mit geeigneten Maßnahmen gegen unberechtigten Zugang, Veränderung, Übermittlung, Veröffentlichung, Löschung oder Vernichtung und unbeabsichtigte Vernichtung und Schädigung, sowie gegen aus der Änderung der angewandten Technik ergebenden Nichtverfügbarkeit geschützt werden.

Im Interesse des Schutzes von in diversen Registern elektronisch verarbeiteten Datensätzen muss es gewährleistet werden, dass die in den Registern gespeicherten Daten nicht unmittelbar miteinander verknüpft und mit betroffenen Personen assoziiert werden können.

Bei der Bestimmung und Anwendung der Maßnahmen zur Gewährleistung der Sicherheit der Daten muss der Verantwortliche und der Auftragsverarbeiter auf den Stand der technischen Fortschritte Rücksicht nehmen. Aus mehreren Verarbeitungslösungen muss die Lösung gewählt werden, die den höheren Schutz der personenbezogenen Daten gewährleistet, außer wenn dies dem Verantwortlichen unverhältnismäßigen Aufwand bereitet.

Unter Berücksichtigung des Stands der Technik, der Implementierungskosten und der Art, des Umfangs, der Umstände und der Zwecke der Verarbeitung sowie der unterschiedlichen Eintrittswahrscheinlichkeit und Schwere des Risikos für die Rechte und Freiheiten natürlicher Personen treffen der Verantwortliche und der Auftragsverarbeiter geeignete technische und organisatorische Maßnahmen, um ein dem Risiko angemessenes Schutzniveau zu gewährleisten; diese Maßnahmen schließen unter anderem Folgendes ein:

1. die Pseudonymisierung und Verschlüsselung personenbezogener Daten;
2. die Fähigkeit, die Vertraulichkeit, Integrität, Verfügbarkeit und Belastbarkeit der Systeme und Dienste im Zusammenhang mit der Verarbeitung auf Dauer sicherzustellen;
3. die Fähigkeit, die Verfügbarkeit der personenbezogenen Daten und den Zugang zu ihnen bei einem physischen oder technischen Zwischenfall rasch wiederherzustellen;
4. ein Verfahren zur regelmäßigen Überprüfung, Bewertung und Evaluierung der Wirksamkeit der technischen und organisatorischen Maßnahmen zur Gewährleistung der Sicherheit der Verarbeitung.

Die Computergeräte, Systeme, Räumlichkeiten und Geräte zur Datenspeicherung der MultiAppsFactory Kft. befinden sich auf dem Sitz der MultiAppsFactory Kft.

Nach dem neuesten Stand der Technik und dem besten Wissen der MultiAppsFactory Kft. sind die Computergeräte und Computersysteme gegen unberechtigten Zugang, Datendiebstahl, Löschung, Veränderung, ausversehentliche Vernichtung oder unbeabsichtigte Offenlegung der Daten als geschützt zu betrachten.

Die MultiAppsFactory Kft. gewährleistet gemäß zum jeweiligen Zeitpunkt verfügbaren technischen Niveau den Schutz der Daten, sowie dass die Daten – abgesehen von vorschriftlichen Ausnahmen – nicht unmittelbar miteinander verknüpft und mit der betroffenen Person assoziiert werden können.

Im Interesse der Vorstellung, Werbung der Produkte und Dienstleistungen der MultiAppsFactory Kft. betreibt das Unternehmen eine Webplattform (Website) die zum eigenen Domänennamen gehört.

**Speicherung personenbezogener Daten in Zusammenhang mit dem Betrieb der Website:**

Speicherplatz und Serverdienstleister: Rackforest Informatikai Kereskedelmi és Szolgáltató Kft.

Adresse: 1132 Budapest, Victor Hugo utca 18-22. 3. em. 3008.

Die Rackforest Informatikai Kereskedelmi és Szolgáltató Kft. sorgt für die Speicherung der Daten und ist zur Datenbearbeitung nicht befugt.

Der Verantwortliche erklärt, dass er angemessene Sicherheitsmaßnahmen gegen unberechtigten Zugang, Veränderung, Übermittlung, Veröffentlichung, Löschung oder Vernichtung und unbeabsichtigte Vernichtung und Schädigung, sowie gegen aus der Änderung der angewandten Technik ergebenden Nichtverfügbarkeit ergriffen hat.

**Informationen über die Verwendung von Cookies**

*Was ist ein Cookie?*

Der Verantwortliche verwendet beim Besuch seiner Website sogenannte Cookies. Ein Cookie ist ein aus Buchstaben und Zahlen bestehendes Informationspaket, das unsere Website an Ihren Browser sendet, um bestimmte Einstellungen zu speichern, unsere Homepage benutzerfreundlicher zu gestalten und hilft dabei einige relevante, statistischen Informationen über unsere Besuchern zu sammeln. Cookies beinhalten keine personenbezogenen Informationen und sind für die Identifizierung der individuellen Benutzer nicht geeignet. Cookies beinhalten oft eine individuelle Identifizierung - eine geheime, zufällig generierte Zahlenreihe - die Ihr Gerät speichert. Einige Cookies werden nach dem Schließen des Browsers gelöscht, einige werden eine längere Zeit lang auf Ihrem Rechner gespeichert.

*Rechtshintergrund und -grundlage von Cookies:*

Der Hintergrund der Verarbeitung wird von den Bestimmungen der Datenschutz-Grundverordnung (DSGVO), des Gesetzes Nr. CXII von 2011 über das informationelle Selbstbestimmungsrecht und über die Informationsfreiheit und des Gesetzes Nr. CVIII von 2001 über einige Fragen zu den elektronischen Handelsleistungen und den mit der Informationsgesellschaft verbundenen Dienstleistungen bestimmt. Die Rechtsgrundlage der Verarbeitung sind Ihre Einwilligung im Einklang mit Punkt a Absatz 1 § 5 des Informationsgesetzes, samt hinsichtlich Sitzungscookies Punkt f Absatz 1 Artikel 6 der DSGVO und hinsichtlich sonstiger Cookies Punkt a Absatz 1 Artikel 6 der DSGVO.

*Hauptmerkmale der von dieser Website benutzten Cookies:*

**Sitzungscookie:** Diese Cookies werden vorübergehend, zur Zeitdauer der Benutzung des Browsers aktiviert. Das heißt vom Öffnen des Browsers durch den Benutzer bis zum Schließen. Sobald der Browser geschlossen wird, werden alle Sitzungscookies gelöscht. Personenbezogene Daten werden in Sitzungscookies nicht gespeichert.

Die Website verwendet folgende Cookies, die zum Betrieb notwendig sind: PHPSESSID

Ziel: Erfassung des Zustands des Benutzers während dem Browsen.

**Sicherheitscookie:** Sicherheitscookies werden für die Authentifizierung von Benutzern verwendet, um den Missbrauch von Anmeldedaten vorzubeugen, und um Benutzerdaten vor unbefugten Personen zu schützen.

**Google-Adwords-Cookie:** Wenn jemand unsere Website besucht, wird die Cookie-Identifizierung des Besuchers zur Remarketing-Liste hinzugefügt. Google-Cookies, wie zum Beispiel NID- und SID-Cookies, werden in Google-Produkten verwendet, um zum Beispiel die Anzeigen die bei den Google Suchergebnissen gezeigt werden, anzupassen. Diese Cookies werden dazu verwendet, Ihre letzte Suche, Ihre vorigen Interaktionen mit den Anzeigen der einzelnen Werbenden oder mit den Suchergebnissen und Ihre Besuche auf den Websites der Werbenden zu speichern. Die Conversion-Tracking-Funktion von AdWords verwendet Cookies. Die zur Nachverfolgung der von Anzeigen stammenden Benachrichtigungen und sonstiger Konversionen werden Cookies auf dem Rechner des Benutzers gespeichert, wenn die Person auf eine Anzeige klickt. Einige häufigen Verwendungsmethoden von Cookies: Auswahl der Anzeigen aufgrund relevanter Informationen bezüglich des Benutzers, Verbesserung der Berichte über die Leistung von Kampagnen und Vermeidung der Erscheinung von Anzeigen, die der Benutzer schon gesehen hat. (Auftragsverarbeiter: Google LLC, 1600 Amphitheatre Parkway, Mountain View, CA 94043, USA.)

**Google-Analytics-Cookie:** Google Analytics ist ein Trackingtool von Google, das den Besitzern von Websites und Applikationen hilft sich ein genaueres Bild über die Tätigkeiten ihrer Besucher zu verschaffen. Es kann Cookies verwenden, um Informationen zu sammeln und Berichte aus statistischen Daten bezüglich Nutzung der Website zu erstellen, ohne die Besucher für Google individuell zu identifizieren. Das Hauptcookie das von Google Analytics verwendet wird ist: „\_\_ga, \_gat, \_gid”. Neben den Berichten, die aus den statistischen Daten der Website-Nutzung erstellt werden, kann Google Analytics – zusammen mit den oben beschriebenen Anzeige-Cookies – dazu verwendet werden, relevantere Anzeigen in den Google-Produkten (zum Beispiel im Google-Suchmotor) und im Internet erscheinen zu lassen. (Auftragsverarbeiter: Google LLC, 1600 Amphitheatre Parkway, Mountain View, CA 94043, USA.)

**CookiePolicyOke:** Sie haben der Verarbeitung von Cookies zugestimmt.

**AddHomescreenToday-Cookie:** Hat der Benutzer das Layer zum Bildschirm hinzufügen schon gesehen.

**ttv7-Cookie:** Wie oft Sie unsere Website besucht haben.

**ttv7\_act-Cookie:** Wann Sie zuletzt unsere Website besucht haben.

**CloseAppBnr\_num-Cookie:** Wie oft Sie auf das Anzeigen des Titelbildes gewechselt haben.

**gaadsh-Cookie:** Wie oft Sie vor Werbungen blockiert wurden.

**gaadsh\_daily-Cookie:** An welchem Tag Sie zuletzt vor Werbungen blockiert wurden.

**volume-Cookie:** Welche Tonstärke Sie zuletzt eingestellt haben.

**cast\_need-Cookie:** Ob Sie auf die Chromecast Schaltfläche geklickt haben. Durch Chromecast können Sie eine Chrome-Seite oder Ihren Bildschirm auf den Fernseher übertragen. Die meisten Webinhalte können angezeigt werden. Einzelne Plug-ins (zum Beispiel Silverlight, QuickTime und VLC) funktionieren nicht.

**favOn-Cookie:** Sitzungscookies, die angeben, ob die Favoriten-Schaltfläche geklickt wurde.

**deskFav-Cookie:** Dieses Cookie speichert Ihre Lieblingsradiosender.

**flng-Cookie:** Zeigt an auf welche Flaggen der Benutzer geklickt hat.

**clippyoff-Cookie:** Hilft Ihnen dabei, dass die Hilfe-Funktion in aktivem Status nicht stört.

**clippyshowd-Cookie:** Gibt an wie oft der Benutzer die Hilfe-Funktion gesehen hat.

**clippylast-Cookie:** Gibt an welche Nachricht der Benutzer zuletzt gesehen hat.

**noti-time-Cookie:** Ein Sitzungscookie, das dem Benutzer zeigt, wann er eine Benachrichtigung zuletzt gesehen hat.

**push-msg-on-Cookie:** Benachrichtigungen sind aktiviert.

**osignal-Cookie:** Das Cookie speichert über was Sie benachrichtigt werden möchten.

**sw\_version-Cookie:** Speichert welcher Service Worker mit Ihrem Browser verbunden ist.

**open close-Cookie:** Zeigt bei dem Radioinformationen den Tab-Status an.

**radiosListLink-Cookie:** Ein Sitzungscookie, das angibt, wie viele Radiofrequenzen der Benutzer schon ausprobiert hat.

**1P\_JAR-Cookie:** Dieses Cookie liefert Informationen darüber, wie der Endbenutzer die Website benutzt und informiert über Werbungen, die der Endbenutzer gesehen hat können, bevor er die Website besucht hat.

**\_\_Secure-HSID:** Für Sicherheitszwecke zur Speicherung der Google-Konto-Identifizierung des Benutzers und der neuesten Anmeldezeit mit digitaler Unterschrift und der verschlüsselten Registern, was dem Google ermöglicht die Benutzer zu authentifizieren, die betrügerische Verwendung von Anmelde-Authentifizierungsdaten zu verhindern und die Benutzerinformationen vor unbefugten Dritten zu schützen. Dies ist auch für Targeting-Ziele zur Anzeige von relevanten und personalisierten Werbeinhalten geeignet.

**\_\_Secure-SSID:** Dient zur Speicherung von Informationen über die Verwendung der Website und über allen solchen Anzeigen, die vor dem Besuch der Website sichtbar waren, und dient außerdem dazu, dass Google die Anzeigen auf seiner Oberflächen anpasst, indem es sich an die letzten Suchanfragen, die vorigen Interaktionen im Zusammenhang mit den Anzeigen des Werbenden oder die Suchergebnisse und die Besucher der Website des Werbenden erinnert.

**\_\_Secure-APISID:** Wird für Targeting-Ziele eingesetzt, um ein Profil über Interessen der Website-Besucher zu erstellen, damit relevante und personalisierte Google-Anzeigen angezeigt werden.

**\_\_Secure-3PSID:** Wird für Targeting-Ziele eingesetzt, um ein Profil über Interessen der Website-Besucher zu erstellen, damit relevante und personalisierte Google-Anzeigen angezeigt werden.

**ANID:** Wird für Targeting-Ziele eingesetzt, um ein Profil über Interessen der Website-Besucher zu erstellen, damit relevante und personalisierte Google-Anzeigen angezeigt werden.

**SIDCC:** Dient zur Speicherung von Informationen über die Verwendung der Website und über allen solchen Anzeigen, die vor dem Besuch der Website sichtbar waren, und dient außerdem dazu, dass Google die Anzeigen auf seiner Oberflächen anpasst, indem es sich an die letzten Suchanfragen, die vorigen Interaktionen im Zusammenhang mit den Anzeigen des Werbenden oder die Suchergebnisse und die Besucher der Website des Werbenden erinnert.

**SID:** Für Sicherheitszwecke zur Speicherung der Google-Konto-Identifizierung des Benutzers und der neuesten Anmeldezeit mit digitaler Unterschrift und der verschlüsselten Registern, was dem Google ermöglicht die Benutzer zu authentifizieren, die betrügerische Verwendung von Anmelde-Authentifizierungsdaten zu verhindern und die Benutzerinformationen vor unbefugten Dritten zu schützen. Dies ist auch für Targeting-Ziele zur Anzeige von relevanten und personalisierten Werbeinhalten geeignet.

**HSID:** Für Sicherheitszwecke zur Speicherung der Google-Konto-Identifizierung des Benutzers und der neuesten Anmeldezeit mit digitaler Unterschrift und der verschlüsselten Registern, was dem Google ermöglicht die Benutzer zu authentifizieren, die betrügerische Verwendung von Anmelde-Authentifizierungsdaten zu verhindern und die Benutzerinformationen vor unbefugten Dritten zu schützen. Dies ist auch für Targeting-Ziele zur Anzeige von relevanten und personalisierten Werbeinhalten geeignet.

**SSID:** Dient zur Speicherung von Informationen über die Verwendung der Website und über allen solchen Anzeigen, die vor dem Besuch der Website sichtbar waren, und dient außerdem dazu, dass Google die Anzeigen auf seiner Oberflächen anpasst, indem es sich an die letzten Suchanfragen, die vorigen Interaktionen im Zusammenhang mit den Anzeigen des Werbenden oder die Suchergebnisse und die Besucher der Website des Werbenden erinnert.

**APISID:** Wird für Targeting-Ziele eingesetzt, um ein Profil über Interessen der Website-Besucher zu erstellen, damit relevante und personalisierte Google-Anzeigen angezeigt werden.

**SAPISID:** Wird für Targeting-Ziele eingesetzt, um ein Profil über Interessen der Website-Besucher zu erstellen, damit relevante und personalisierte Google-Anzeigen angezeigt werden.

**\_secure-3PAPISID:** Wird für Targeting-Ziele eingesetzt, um ein Profil über Interessen der Website-Besucher zu erstellen, damit relevante und personalisierte Google-Anzeigen angezeigt werden.

**Cookie Consent:** Zur Speicherung von Anmeldeeinstellungen der Benutzer-Cookies.

**NID:** Cookie, das Einstellungen beinhaltet, die der Browser an Google-Websites sendet. Das NID-Cookie enthält individuelle Identifizierungen mit dessen Hilfe Google die Einstellungen eines bestimmten Benutzers merken kann, wie zum Beispiel die bevorzugte Sprache, die anzuzeigende Trefferzahl bei einer Suche usw. Die verarbeiteten personenbezogenen Daten werden nach 180 Tagen gelöscht.

**DV:** Dieses Cookie dient zur Speicherung der Präferenzen und sonstiger Informationen der Benutzer. Insbesondere schließt sie die bevorzugte Sprache, die Trefferzahl der anzuzeigenden Suchergebnisse der Seite und die Entscheidung, ob der Google-SafeSearch-Filter aktiviert werden muss, ein. Lebensdauer: 7 Minuten.

**IDE:** Ein Hauptwerbecookie auf Websites außer Google ist „IDE“, das der Browser unter der Domäne doubleclick.net speichert.

**AID:** Diese Cookies dienen dazu, die auf verschiedenen Geräten ausgeübten Tätigkeiten des Benutzers zu verknüpfen, wenn er sich schon früher schon mit seinem Google-Konto angemeldet hat. Dies geschieht, damit die angezeigten Anzeigen auf allen Geräten des Benutzers harmonisiert werden und um die Konversionsereignisse zu messen. Diese Cookies werden vom System unter den Domänen google.com/ads, google.com/ads/measurement oder googleadservices.com gespeichert. Wenn Sie nicht möchten, dass Anzeigen koordiniert Ihnen auf allen Geräten angezeigt werden, können Sie die Personalisierung der Anzeigen mithilfe der [Anzeigeeinstellungen](https://adssettings.google.com/?utm_source=ps-tech&hl=hu) deaktivieren.

**\_fpb-Cookie:** Facebook verwendet dieses Cookie für die Lieferung Anzeigeproduktserien, zum Beispiel Echtzeit-Auktion eines Drittwerbenden. Hauptziel dieses Cookies ist: Targeting / Werbung.

**presence:** Das Cookie wurde der Seite von Facebook hinzugefügt, um nachverfolgen zu können, ob das Browser-Fenster aktiv ist. Facebook steht hinter der Dienstleistung.

**fr:** Facebook legt das Cookie auf der Website an, es hilft Facebook Anzeigen zu personalisieren, beziehungsweise Anzeigen zu messen und weiterzuentwickeln. Lebensdauer des Cookies beträgt 90 Tage. Wenn das fr-Cookie angelegt wird, kann Facebook die Browser-Tätigkeit anderer Websites verfolgen, die Facebook-Pixel oder ein eingebettetes Facebook-Modul installiert haben.

**wd:** Dieses Cookie wird von Facebook angelegt und es liefert Informationen darüber, wie der Endbenutzer die Website benutzt, und informiert über Werbungen, die der Endbenutzer gesehen hat können, bevor er die Website besucht hat.

**c\_user:** Das Cookie wird von Facebook angelegt und beinhaltet die Benutzeridentifikation des eingeloggten Benutzers.

Die Lebensdauer des Cookies hängt von dem Status des Auswahlfeldes „eingeloggt bleiben“ ab. Wenn das Auswahlfeld „eingeloggt bleiben“ angeklickt ist, werden Cookies nach 90 Tagen ablaufen. Wenn das Auswahlfeld „eingeloggt bleiben“ nicht angeklickt ist, wird das Cookie ein Sitzungscookie und wird nach dem Schließen des Browsers gelöscht.

**datr:** Ziel des datr-Cookies ist es den Webbrowser zu identifizieren, der zur Anmeldung auf Facebook, unabhängig vom eingeloggten Benutzer, benutzt wird. Dieses Cookie spielt eine Schlüsselrolle hinsichtlich Sicherheits- und Website-Integritätsmerkmale von Facebook. Die datr-Cookie-Generation und der Einstellungscode wurden überprüft, und es wurde bestätigt, dass der Ausführungspfad im Falle des Antrags des Social-Plugin-Inhalts nicht das datr-Cookie einstellt. Die derzeitige Lebensdauer des datr-Cookies beträgt zwei Jahre.  
Dies ist ein Dauercookie.

**sb:** Ein Dauercookie, das von Facebook angelegt wird.

**act:** Ein funktionales Cookie, das Facebook angelegt hat, damit Benutzer eingeloggt bleiben. Ablaufzeit: 90 Tage.

**xs:** Das Cookie wird von Facebook angelegt und speichert die Sitzungsidentifikation. Ziel des Cookies ist Marketing und Nachverfolgung. Facebook verwendet dieses Cookie für die Sicherung von Anzeigeproduktserien, zum Beispiel Echtzeit-Auktion von Drittwerbenden. Die Ablaufzeit beträgt 3 Monate.

**spin:** Facebook benutzt Anzeigecookies zum Melden von gesellschaftlichen Kampagnen, es stellt ein Kampagne-Set für Fehlerbehebungen für die Zielgruppe anhand von Verhaltenstrends an Nouryon Kampagneplätzen und außerhalb zusammen. Die Ablaufzeit beträgt 1 Jahr.

**adblock:** Adblock Plus blockiert alle lästigen Anzeigen im Internet standardmäßig, einschließlich Videoanzeigen auf YouTube, Facebook-Anzeigen, attraktive Werbebanner, Pop-Up-Fenster, erscheinende Bildschirme und vieles mehr. Dies geschieht anhand ausgewählten Filterlisten. [Installieren Sie die Adblock-Plus-Software,](https://adblockplus.org/) und passen Sie sie an Ihre individuellen Browser-Ansprüche an.

**webp support:** webp dient zur verlustbehafteten und verlustfreien Kompression, das für viele auf dem Internet befindlichen Fotos, durchsichtigen und graphischen Bilder verwendet werden kann. Das Maß der verlustbehafteten Kompression kann eingestellt werden, somit kann der Benutzer einen Kompromiss zwischen der Dateigröße und der Bildqualität treffen. webp leistet eine mehr als 30 % größere Kompression als JPEG oder JPEG 2000 ohne die Bildqualität zu verschlechtern. Das webp-Format erstellt meistens kleinere Bilder mit besserer Qualität, was dazu beiträgt, dass das Internet schneller wird.

**Facebook-Pixel (Facebook-Cookie):** Facebook-Pixel ist ein Code mit dessen Hilfe ein Bericht auf der Website über Konversionen erstellt wird, ein Zielpublikum zusammengestellt wird und der Besitzer der Website detaillierte Analysedaten darüber erhält, wie Besucher die Website benutzen. Mit Hilfe des Facebook-Remarketing-Pixel Tracking-Codes kann die Website Besuchern personalisierte Angebote und Anzeigen auf der Facebook-Oberfläche anzeigen. Die Facebook-Remarketing-Liste ist zur Identifizierung nicht geeignet (fr, tr).

Mehr Informationen über Facebook-Pixel finden Sie hier:<https://www.facebook.com/business/help/651294705016616>

(Auftragsverarbeiter: Facebook Inc., 1 Hacker Way, Menlo Park, California 94025, USA, Telefon: +1 650-543-4800.)

Die von [www.myonlineradio.hu](http://www.myonlineradio.hu) angelegten Cookies können Sie mit Hilfe Ihres Browsers jederzeit von Ihrem Gerät löschen. In der Hilfe-Funktion des Browsers können Sie mehr über das Löschen und die Verarbeitung der Cookies erfahren. Mit der Hilfe Ihres Browsers können Sie auch Cookies blockieren, oder jedes Mal Benachrichtigungen erhalten, wenn Ihr Browser neue Cookies empfängt. Das Blockieren der Cookies kann die Benutzung unserer Website technisch beeinträchtigen.

Wenn Sie die Verwendung von Cookies nicht akzeptieren, werden einige Funktionen für Sie nicht zugänglich sein. Mehr über das Löschen von Cookies finden Sie auf folgendem Link:

**Internet Explorer**: [http://windows.microsoft.com/en-us/internet-explorer/delete-manage-cookies#ie=ie-11](%20http://windows.microsoft.com/en-us/internet-explorer/delete-manage-cookies#ie=ie-11)

**Firefox:**<https://support.mozilla.org/en-US/kb/cookies-information-websites-store-on-your-computer>

**Chrome**:<https://support.google.com/chrome/answer/95647?hl=en>

**Edge:** Einstellungen -> Erweiterte Einstellungen -> Cookies („Cookies zulassen“ / „Alle Cookies blockieren“ / „Nur externe Cookies blockieren“ oder: F12 – Debugger – Cookies

**Ziel, Modalität, Dauer der Verarbeitung:**

Die Verarbeitung der Inhalte auf der Website [www.myonlineradio.hu](http://www.myonlineradio.hu) ist für Benutzer freiwillig und erfolgt nur mit deren ausdrücklichen Einwilligung, indem die während dem Besuch, Verwendung der Website angegebenen Daten verwendet werden, die für den ständigen Kontakt zwischen dem Dienstleistungsempfänger der Website und des Verantwortlichen sorgt und der Meinungsumfrage dient.

Ziel der Verarbeitung auf der Website [www.myonlineradio.hu](http://www.myonlineradio.hu) ist die Sicherung der Dienstleistungen unter dem URL, Betrieb von Informationsplattformen, Erstellung von Statistiken und die Verwaltung von Fragen, die über die Website gestellt wurden.

Das Speichern von Besucherstatistiken dient ausschließlich statistischen Zwecken.

Der Verantwortliche ist zur Verwendung der personenbezogenen Daten für anderweitige, nicht genannte Ziele nicht befugt. Die Verarbeitung der somit vorgelegten Daten erfolgt mit der freiwilligen Einwilligung des Benutzers.

**Verarbeitete Daten bei Anfragen und Kontaktaufnahme:**

Sie können uns unter den Kontaktdaten auf unserer Website kontaktieren oder eine Nachricht via Formular senden. Ihre bei der Kontaktaufnahme angegebenen personenbezogenen Daten verwenden wir ausschließlich zur Kontaktpflege mit Ihnen und stellen sie Dritten nicht zur Verfügung. Falls Sie ein E-Mail einem Radio über das Kontaktaufnahmeformular schicken, erhält auch die MultiAppsFactory Kft. die E-Mail als Kopie, damit sie die etwaigen belästigenden und Spam-Benutzer von der Website ausschließen kann, beziehungsweise kann sie bei einem E-Mail-Sendefehler den Fehler dem Benutzer offenbaren.

Ziel der Verarbeitung:

Auskunft der Interessierten, Erstellung von Preisangeboten.

Rechtsgrundlage der Verarbeitung:

Im Falle von Auskunft, Informationsanfrage oder Anforderung von Preisangeboten basiert die Verarbeitung auf freiwilliger Einwilligung aufgrund der Bestimmungen der Datenschutz-Grundverordnung (DSGVO), dem Gesetz Nr. CXII von 2011 über das informationelle Selbstbestimmungsrecht und über die Informationsfreiheit.

Bereich der verarbeiteten Daten:

Folgende durch die Kontaktaufnahme via unserer Website vorgelegte personenbezogene Daten werden gespeichert:

* Name
* E-Mail-Adresse
* Betreff
* Nachricht

Noch dazu können Sie uns direkt via Live-Chat kontaktieren. Für die Live-Chat-Funktion verwenden wir die Applikation: Messenger. Die Live-Chat Anwendung, welche durch die von Facebook Inc. entwickelte Messenger-App verfügbar ist, ermöglicht uns Live-Unterhaltungen mit unseren Zuhörern zu führen. Mehr über den Datenschutz der Applikation Messenger finden Sie auf folgender Website: <https://www.messenger.com/privacy>.

Dauer der Verarbeitung:

Wir verarbeiten Ihre personenbezogenen Daten je nach Art Ihrer Kontaktaufnahme für unterschiedliche Zeiträume.

Bei Auskunft und Kontaktaufnahme speichern wir Ihre Daten nach der notwendigen Unterrichtung nicht mehr, außer, wenn ein Anspruch in Bezug auf die gelegentliche Kontaktaufnahme rechtmäßig geltend gemacht werden kann – dann speichern wir diese für fünf Jahre aus Nachweiszwecken.

**Auf unserer Facebook-Seite veröffentlichten Foto- und Videoaufnahmen**

Wir berichten auf unserer Facebook-Seite regelmäßig über Nachrichten bezüglich der Website [www.myonlineradio.hu](http://www.myonlineradio.hu) oder Ereignisse im öffentlichen Leben oder Personen des öffentlichen Lebens, und es werden humorvolle Bilder veröffentlicht.

Besonders achten wir darauf, dass die auf unserer Facebook-Seite veröffentlichten Bild- und Videoaufnahmen nicht die Persönlichkeitsrechte oder berechtigtes Interesse Dritter verletzen, und dass wir in allen Fällen über die Berechtigung und Ermächtigung für die rechtmäßige Verwendung verfügen.

Ziel der Verarbeitung:

Information der Besucher unserer Facebook-Seite.

Rechtsgrundlage der Verarbeitung:

Gemäß Punkt a Absatz 1 Artikel 6 der DSGVO, beziehungsweise den für sie geltenden Bestimmungen des ungarischen Bürgerlichen Gesetzbuches im Falle von Personen des öffentlichen Lebens (Ptk. 2:44.§).

Bereich der verarbeiteten Daten:

Abbildungen identifizierbarer, erkennbarer natürlicher Personen auf den Aufnahmen.

Dauer der Verarbeitung:

Bis zum Widerruf der Einwilligung durch die betroffene Person, beziehungsweise bis zur Löschung des gegebenen Inhaltes von unserer Website.

Auftragsverarbeiter: Facebook Ireland Limited, 4 Grand Canal Square, Grand Canal Harbour, Dublin 2 Ireland

Die MultiAppsFactory Kft. übernimmt keine Verantwortung für die schon gelöschten, ehemaligen Seiten, die trotzdem noch durch die Online-Suchmotoren archiviert wurden. Für die Beseitigung hat der Betreiber der Suchseite zu sorgen.

**Kommentar senden zu unseren Blogeinträgen**

Wir veröffentlichen regelmäßig Blogeinträge bezüglich Rundfunks und bieten unseren Zuhörern die Möglichkeit mit ihrem Facebook-Profil zu unseren Einträgen Kommentare hinzuzufügen. Wenn unser Zuhörer zu einem Eintrag ein Kommentar schreibt, akzeptiert er ausdrücklich, dass Facebook die personenbezogenen Daten bezüglich des Kommentars auf der [www.myonlineradio.hu](http://www.myonlineradio.hu) Website im Rahmen der Datenschutzordnung bis zum Löschen des Benutzerprofils verwenden und speichern darf.

Ziel der Verarbeitung ist die Kommentare zu unseren Artikeln auf der Website [www.myonlinaredio.hu](http://www.myonlinaredio.hu) durch die von Privatpersonen in Anspruch genommene Dienstleistung anzuzeigen. Die Verarbeitung erfolgt mit Einwilligung der betroffenen Person.

Anhand der Kommentare speichert [www.myonlineradio.hu](http://www.myonlineradio.hu) folgende personenbezogenen Daten:

* Facebook-Profil
* Kommentar

Der Zuhörer ist bei kommentarbasierter Verarbeitung berechtigt seine Einwilligung jederzeit zu widerrufen, was die Rechtmäßigkeit der Verarbeitung bevor dem Widerruf nicht betrifft.

Dauer der Verarbeitung: Bis zur eigenen Löschung des Eintrages durch der betroffenen Person, beziehungsweise bis zur Löschung des gegebenen Inhaltes von unserer Website.

**Partnerprogramm**

Wenn Sie mit uns zusammenarbeiten oder auf Ungarns beliebtesten Radioseite veröffentlicht werden möchten, um eine größere Zielgruppe zu erreichen, können Sie uns auf unserer Website erreichen, und wir können mit Ihnen den Kontakt aufnehmen. Die MultiAppsFactory Kft. möchte die kleineren Radiosender unterstützen, indem sie ihnen kostenlose IOS oder Android Applikationen zur Verfügung stellt, und deren notwendigen Fehlerbehebungen und Updates kostenlos übernimmt. Weitere Informationen stellen wir Ihnen gerne via E-Mail bereit.

Ziel der Verarbeitung ist, dass die betroffene Person sich durch unsere Website mit uns in Verbindung setzen kann, um Zusammenarbeitsangelegenheiten zu besprechen. Die Verarbeitung erfolgt mit Einwilligung der betroffenen Person.

Die verarbeiteten personenbezogenen Daten sind wie folgt:

* Name
* E-Mail
* Name und Vorstellung des Radiosenders
* Erreichbarkeit (z. B. Facebook, Name der Website, STREAM URL, Frequenz)

Dauer der Verarbeitung: Bis zum Widerruf der Einwilligung durch die betroffene Person, beziehungsweise bis zur Löschung des gegebenen Inhaltes von unserer Website.

Die betroffene Person ist bei kommentarbasierter Verarbeitung berechtigt ihre Einwilligung jederzeit zu widerrufen, was die Rechtmäßigkeit der Verarbeitung bevor dem Widerruf nicht betrifft.

Wir möchten Sie insbesondere darauf hinweisen, dass Sie nicht verpflichtet sind, Ihre personenbezogenen Daten bereitzustellen, allerdings sind Sie ohne Ihre personenbezogenen Daten nicht in der Lage auf der Website zu registrieren.

Die Verarbeitung erfolgt anhand der freiwilligen, auf einer angemessenen Auskunft basierenden Erklärung der Benutzer, die die ausdrückliche Einwilligung der Benutzer enthält, dass die personenbezogenen Daten der Benutzer, die durch Kommentare auf der Website der MultiAppsFactory Kft. oder durch Kontaktaufnahme verfügbar gestellt wurden, beziehungsweise die über den Benutzer generierten personenbezogenen Daten verwendet werden.

Die MultiAppsFactory Kft. überprüft die für sie vorgelegten personenbezogenen Daten nicht. Für die Richtigkeit der angegebenen Daten haftet ausschließlich die Person, die die Daten angegeben hat. Jede betroffene Person übernimmt bei der Zurverfügungstellung der E-Mail-Adresse die Verantwortung, dass von der angegebenen E-Mail-Adresse nur sie Dienstleistungen in Anspruch nimmt. Im obigen Fall stellt die MultiAppsFactory Kft. alle in ihrer Macht stehende Hilfe für die zuständige Behörde bereit, die Identität der zuwiderhandelnden Person festzustellen.

**Einbettung des Radios**

Wir möchten unsere Benutzer darauf aufmerksam machen, dass wir bei der Einbettung des Radios keine personenbezogenen Daten sammeln, aber mithilfe vom Google-Analytics-Cookie die Popularität der Einbettung beobachten. Mehr Informationen über das Cookie finden Sie im Kapitel über Cookies.

Die von Ihnen vorgelegten Daten dürfen nur für die MultiAppsFactory Kft. bekannt sein.

Der Verantwortliche überprüft die vom Benutzer vorgelegten Daten nicht, denn der Benutzer haftet allein für deren Richtigkeit und Angemessenheit.

Der Verantwortliche verwaltet sämtliche auf Benutzer bezogene Daten vertraulich, und verwendet diese nur für die Entwicklung seiner Dienstleistungen, seine eigenen Forschungen und Statistiken. Die Veröffentlichung der daraus erstellten Auswertungen darf nur in einer Form erfolgen, die zur Identifizierung der individuellen Benutzer nicht geeignet ist.

Die Datenverarbeitung durch die [www.myonlineradio.hu](http://www.myonlineradio.hu) Website erfolgt gemäß den jederzeit geltenden Rechtsvorschriften, beziehungsweise den in dieser Erklärung angeführten Datenschutzregelungen. Die Daten werden ausschließlich während die Tätigkeit der Website verwendet, und dürfen ohne Einwilligung des Benutzers an sonstige natürliche oder Privatpersonen unter keinen Gründen ausgehändigt werden. Ausnahmen sind auf gesetzlichen Verpflichtungen beruhenden Offenlegungen von Daten, beziehungsweise die Verwendung von Daten in statistisch aggregierter Form, die weder den Namen des Benutzers noch zur Identifizierung geeignete Daten enthalten.

Falls der Verantwortliche die vorgelegten Daten für andere Zwecke als die, die in dieser Erklärung angeführt sind, verwenden möchte, so muss er den Benutzer via angegebener E-Mail-Adresse angemessen unterrichten und dessen ausdrückliche Einwilligung im Voraus erhalten, beziehungsweise muss er dem Benutzer die Möglichkeit bieten die Verwendung der Daten für nicht vorgesehene Verwendungszwecke zu verbieten.

Angesichts dessen, dass die Offenlegung der Daten des Benutzers freiwillig und ohne externen Einfluss erfolgt, dürfen wir seine Daten solange verarbeiten bis der Benutzer dies schriftlich mit einem Schreiben an folgende E-Mail-Adresse: info@myonlineradio.hu verbietet. In diesem Fall Löschen wir seine Daten aus unserem Verzeichnis binnen 48 Stunden. Auf derselben E-Mail-Adresse kann man auch die Datenänderung mitteilen, welche wir auch binnen 48 Stunden aktualisieren.

Die MultiAppsFactory Kft. übernimmt keine Verantwortung für die schon gelöschten, ehemaligen Seiten, die trotzdem noch durch die Online-Suchmotoren archiviert wurden. Für die Beseitigung hat der Betreiber der Suchseite zu sorgen.Die protokollierten Daten werden vom System maximal 1 Jahr nach dem Zeitpunkt der Aufnahme gelöscht.

**Verletzung des Schutzes personenbezogener Daten**

Der Verantwortliche erklärt, dass er angemessene Sicherheitsmaßnahmen gegen unberechtigten Zugang, Veränderung, Übermittlung, Veröffentlichung, Löschung oder Vernichtung und unbeabsichtigte Vernichtung und Schädigung, sowie gegen aus der Änderung der angewandten Technik ergebenden Nichtverfügbarkeit ergriffen hat.

Der Verantwortliche stellt sicher, dass die von ihm verarbeiteten Daten nur für Befugte zugänglich sind, und sorgt deshalb mit IT-, arbeitsorganisatorischen und internen Maßnahmen für die Datensicherheit.

Der Verantwortliche muss die betroffene Person auch über den Umstand unterrichten, dass die durch die Nutzung des Internets weitergeleiteten Daten sogar gemäß dem aktuellen Stand der Technik bei den Sicherheitsmaßnahmen, Software und Systemanwendungen, die die beste Sicherheit leisten, den rechtswidrigen und missbräuchlichen Attacken ausgesetzt und denen gegenüber verletzbar sind. Die von den Kolleg(inn)en des Verantwortlichen verwendeten Rechner sind mit individuellen Kennwörtern geschützt und sind mit einer vor Viren- und Schadprogrammen schützenden Firewall und Anti-Virus-Programmen versehen, um unbefugten Zugriff auf die Daten zu verhindern.

Im Falle einer Verletzung des Schutzes personenbezogener Daten meldet der Verantwortliche unverzüglich und möglichst binnen 72 Stunden, nachdem ihm die Verletzung bekannt wurde, diese der zuständigen Aufsichtsbehörde (Nemzeti Adatvédelmi és Információszabadság Hatóság / Ungarische Behörde für Datenschutz und Informationsfreiheit Adresse: 1125 Budapest, Szilágyi Erzsébet fasor 22/c; Telefon: +36-1-391-1400; E-Mail: ugyfelszolgalat@naih.hu; Website: [www.naih.hu](http://www.naih.hu)), es sei denn, dass die Verletzung des Schutzes personenbezogener Daten voraussichtlich nicht zu einem Risiko für die Rechte und Freiheiten natürlicher Personen führt.

**Bekanntgabe der Rechte bezüglich der Verarbeitung:**

**Gemäß Artikel 15 der DSGVO kann die betroffene Person den Zugang zu den auf sie bezogenen personenbezogenen Daten folgendermaßen beanspruchen:**

Die betroffene Person hat das Recht, von dem Verantwortlichen eine Bestätigung darüber zu verlangen, ob sie betreffende personenbezogene Daten verarbeitet werden; ist dies der Fall, so hat sie ein Recht auf Auskunft über diese personenbezogenen Daten und auf folgende Informationen:

1. die Verarbeitungszwecke;
2. die Kategorien personenbezogener Daten, die verarbeitet werden;
3. die Empfänger oder Kategorien von Empfängern, gegenüber denen die personenbezogenen Daten offengelegt worden sind oder noch offengelegt werden, insbesondere bei Empfängern in Drittländern oder bei internationalen Organisationen;
4. falls möglich die geplante Dauer, für die die personenbezogenen Daten gespeichert werden, oder, falls dies nicht möglich ist, die Kriterien für die Festlegung dieser Dauer;
5. das Bestehen eines Rechts auf Berichtigung oder Löschung der sie betreffenden personenbezogenen Daten oder auf Einschränkung der Verarbeitung durch den Verantwortlichen oder eines Widerspruchsrechts gegen diese Verarbeitung;
6. das Bestehen eines Beschwerderechts bei einer Aufsichtsbehörde;
7. wenn die personenbezogenen Daten nicht bei der betroffenen Person erhoben werden, alle verfügbaren Informationen über die Herkunft der Daten;
8. das Bestehen einer automatisierten Entscheidungsfindung einschließlich Profiling und — zumindest in diesen Fällen — aussagekräftige Informationen über die involvierte Logik sowie die Tragweite und die angestrebten Auswirkungen einer derartigen Verarbeitung für die betroffene Person.

Der Verantwortliche stellt eine Kopie der personenbezogenen Daten, die Gegenstand der Verarbeitung sind, zur Verfügung. Für alle weiteren Kopien, die die betroffene Person beantragt, kann der Verantwortliche ein angemessenes Entgelt auf der Grundlage der Verwaltungskosten verlangen. Stellt die betroffene Person den Antrag elektronisch, so sind die Informationen in einem gängigen elektronischen Format zur Verfügung zu stellen, sofern sie nichts anderes angibt. Das Recht auf Erhalt einer Kopie darf die Rechte und Freiheiten anderer Personen nicht beeinträchtigen.

**Gemäß Artikel 16 der DSGVO ist die betroffene Person berechtigt die Berichtigung ihrer personenbezogenen Daten von dem Verantwortlichen zu verlangen.**

Auf den diesbezüglichen Wunsch der betroffenen Person hat der Verantwortliche die die betroffene Person betreffenden unrichtigen personenbezogenen Daten unverzüglich zu berichtigen. Unter Berücksichtigung der Zwecke der Verarbeitung hat die betroffene Person das Recht, die Vervollständigung unvollständiger personenbezogener Daten — auch mittels einer ergänzenden Erklärung — zu verlangen.

**Gemäß Artikel 17 der DSGVO ist die betroffene Person berechtigt die Löschung ihrer personenbezogenen Daten von dem Verantwortlichen folgendermaßen zu verlangen:**

Die betroffene Person hat das Recht, von dem Verantwortlichen zu verlangen, dass sie betreffende personenbezogene Daten unverzüglich gelöscht werden, und der Verantwortliche ist verpflichtet, personenbezogene Daten unverzüglich zu löschen, sofern einer der folgenden Gründe zutrifft:

1. Die personenbezogenen Daten sind für die Zwecke, für die sie erhoben oder auf sonstige Weise verarbeitet wurden, nicht mehr notwendig.
2. Die betroffene Person widerruft ihre Einwilligung, auf die sich die Verarbeitung stützte, und es fehlt an einer anderweitigen Rechtsgrundlage für die Verarbeitung.
3. Die betroffene Person widerspricht gegen die Verarbeitung aus öffentlichem Interesse, wegen Ausübung öffentlicher Gewalt oder zugunsten berechtigter Interesse des Verantwortlichen (Dritte), und es gibt keine überwiegenden, berechtigten Gründe zur Verarbeitung oder die betroffene Person widerspricht der Verarbeitung, die im Interesse der Direktwerbung stehen.
4. Die personenbezogenen Daten wurden unrechtmäßig verarbeitet.
5. Die Löschung der personenbezogenen Daten ist zur Erfüllung einer rechtlichen Verpflichtung nach dem Unionsrecht oder dem Recht der Mitgliedstaaten erforderlich, dem der Verantwortliche unterliegt.
6. Die personenbezogenen Daten wurden in Bezug auf angebotene Dienste der Informationsgesellschaft erhoben.

Hat der Verantwortliche die personenbezogenen Daten öffentlich gemacht und ist er gemäß Absatz 1 zu deren Löschung verpflichtet, so trifft er unter Berücksichtigung der verfügbaren Technologie und der Implementierungskosten angemessene Maßnahmen, auch technischer Art, um für die Datenverarbeitung Verantwortliche, die die personenbezogenen Daten verarbeiten, darüber zu informieren, dass eine betroffene Person von ihnen die Löschung aller Links zu diesen personenbezogenen Daten oder von Kopien oder Replikationen dieser personenbezogenen Daten verlangt hat.

Die Einschränkung des Rechts auf Löschung der betroffenen Person kann nur in der DSGVO formulierten Ausnahmefällen erfolgen, d. h., dass im Falle der obigen Gründe kann das weitere Speichern der personenbezogenen Daten als rechtmäßig betrachtet werden, wenn die Verarbeitung erforderlich ist:

1. zur Ausübung des Rechts auf freie Meinungsäußerung und Informationsfreiheit, oder
2. zur Einhaltung rechtlicher Verpflichtungen, oder
3. zur Wahrnehmung einer Aufgabe im öffentlichen Interesse, oder
4. in Ausübung öffentlicher Gewalt, die dem Verantwortlichen übertragen wurde, oder
5. aus Gründen des öffentlichen Interesses im Bereich der öffentlichen Gesundheit,
6. zu Zwecken der Archivierung öffentlichem Interesse, oder
7. zu Zwecken wissenschaftlicher oder historischer Forschung oder aus statistischen Gründen, oder
8. zur Geltendmachung, Ausübung oder Verteidigung von Rechtsansprüchen.

**Gemäß Artikel 18 der DSGVO ist die betroffene Person berechtigt die Beschränkung der Verarbeitung ihrer personenbezogenen Daten von dem Verantwortlichen folgendermaßen zu verlangen:**

Die betroffene Person hat das Recht, von dem Verantwortlichen die Einschränkung der Verarbeitung zu verlangen, wenn eine der folgenden Voraussetzungen gegeben ist:

1. die Richtigkeit der personenbezogenen Daten von der betroffenen Person bestritten wird, und zwar für eine Dauer, die es dem Verantwortlichen ermöglicht, die Richtigkeit der personenbezogenen Daten zu überprüfen,
2. die Verarbeitung unrechtmäßig ist und die betroffene Person die Löschung der personenbezogenen Daten ablehnt und stattdessen die Einschränkung der Nutzung der personenbezogenen Daten verlangt;
3. der Verantwortliche die personenbezogenen Daten für die Zwecke der Verarbeitung nicht länger benötigt, die betroffene Person sie jedoch zur Geltendmachung, Ausübung oder Verteidigung von Rechtsansprüchen benötigt, oder
4. die betroffene Person Widerspruch gegen die Verarbeitung aus öffentlichem Interesse, wegen Ausübung öffentlicher Gewalt oder zugunsten berechtigter Interesse des Verantwortlichen (Dritte) eingelegt hat; in diesem Fall gilt die Beschränkung für die Zeitdauer, solange noch nicht feststeht, ob die berechtigten Gründe des Verantwortlichen gegenüber denen der betroffenen Person überwiegen.

Wurde die Verarbeitung aufgrund der vorstehenden Darlegung eingeschränkt, so dürfen diese personenbezogenen Daten — von ihrer Speicherung abgesehen — nur mit Einwilligung der betroffenen Person oder zur Geltendmachung, Ausübung oder Verteidigung von Rechtsansprüchen oder zum Schutz der Rechte einer anderen natürlichen oder juristischen Person oder aus Gründen eines wichtigen öffentlichen Interesses der Union oder eines Mitgliedstaats verarbeitet werden.

Eine betroffene Person, die eine Einschränkung der Verarbeitung erwirkt hat, wird von dem Verantwortlichen unterrichtet, bevor die Einschränkung aufgehoben wird.

**Gemäß Artikel 21 der DSGVO ist die betroffene Person berechtigt die gegen die Verarbeitung ihrer personenbezogenen Daten folgendermaßen Einspruch einzulegen:**

Die betroffene Person hat das Recht, aus Gründen, die sich aus ihrer besonderen Situation ergeben, jederzeit gegen die Verarbeitung aus öffentlichem Interesse, wegen Ausübung öffentlicher Gewalt oder zugunsten berechtigter Interesse des Verantwortlichen (Dritte), einschließlich gegen auf dessen basierender Profiling, Widerspruch einzulegen. Der Verantwortliche verarbeitet die personenbezogenen Daten nicht mehr, es sei denn, er kann zwingende schutzwürdige Gründe für die Verarbeitung nachweisen, die die Interessen, Rechte und Freiheiten der betroffenen Person überwiegen, oder die Verarbeitung dient der Geltendmachung, Ausübung oder Verteidigung von Rechtsansprüchen.

Werden personenbezogene Daten verarbeitet, um Direktwerbung zu betreiben, so hat die betroffene Person das Recht, jederzeit Widerspruch gegen die Verarbeitung sie betreffender personenbezogener Daten zum Zwecke derartiger Werbung einzulegen; dies gilt auch für das Profiling, soweit es mit solcher Direktwerbung in Verbindung steht. Widerspricht die betroffene Person der Verarbeitung für Zwecke der Direktwerbung, so werden die personenbezogenen Daten nicht mehr für diese Zwecke verarbeitet.

Die betroffene Person muss spätestens zum Zeitpunkt der ersten Kommunikation mit ihr ausdrücklich auf das Widerspruchsrecht hingewiesen werden; dieser Hinweis hat in einer verständlichen und von anderen Informationen getrennten Form zu erfolgen.

Im Zusammenhang mit der Nutzung von Diensten der Informationsgesellschaft kann die betroffene Person ungeachtet der Richtlinie 2002/58/EG ihr Widerspruchsrecht mittels automatisierter Verfahren ausüben, bei denen technische Spezifikationen verwendet werden.

Die betroffene Person hat das Recht, aus Gründen, die sich aus ihrer besonderen Situation ergeben, gegen die sie betreffende Verarbeitung sie betreffender personenbezogener Daten, die zu wissenschaftlichen oder historischen Forschungszwecken oder zu statistischen Zwecken erfolgt, Widerspruch einzulegen, es sei denn, die Verarbeitung ist zur Erfüllung einer im öffentlichen Interesse liegenden Aufgabe erforderlich.

**Gemäß Artikel 20 der DSGVO ist die betroffene Person auf die Übertragbarkeit ihrer personenbezogenen Daten folgendermaßen berechtigt:**

Die betroffene Person hat das Recht, die sie betreffenden personenbezogenen Daten, die sie einem Verantwortlichen bereitgestellt hat, in einem strukturierten, gängigen und maschinenlesbaren Format zu erhalten, und sie hat das Recht, diese Daten einem anderen Verantwortlichen ohne Behinderung durch den Verantwortlichen, dem die personenbezogenen Daten bereitgestellt wurden, zu übermitteln, sofern

1. die Rechtsgrundlage der Verarbeitung auf einer Einwilligung oder auf einem mit der betroffenen Person geschlossenen Vertrag beruht, und
2. die Verarbeitung mithilfe automatisierter Verfahren erfolgt.

Bei der Ausübung ihres Rechts auf Datenübertragbarkeit hat die betroffene Person das Recht, zu erwirken, dass die personenbezogenen Daten direkt von einem Verantwortlichen einem anderen Verantwortlichen übermittelt werden, soweit dies technisch machbar ist.

Die Rechtsausübung bezüglich Übertragbarkeit der Daten darf das Recht auf Löschung nicht verletzen. Das Recht auf Datenübertragung gilt nicht für eine Verarbeitung, die für die Wahrnehmung einer Aufgabe erforderlich ist, die im öffentlichen Interesse liegt oder in Ausübung öffentlicher Gewalt erfolgt, die dem Verantwortlichen übertragen wurde.

Das Recht auf Übertragbarkeit von Daten darf die Rechte und Freiheiten anderer Personen nicht beeinträchtigen.

**Gemäß Absatz 3 Artikel 7 der DSGVO ist die betroffene Person berechtigt die Einwilligung zur Verarbeitung ihrer personenbezogenen Daten jederzeit folgendermaßen widerzurufen:**

Die betroffene Person hat das Recht ihre Einwilligung jederzeit zu widerrufen. Durch den Widerruf der Einwilligung wird die Rechtmäßigkeit der aufgrund der Einwilligung bis zum Widerruf erfolgten Verarbeitung nicht berührt. Der Widerruf der Einwilligung muss so einfach wie die Erteilung der Einwilligung sein.

Innerhalb von fünf Jahren nach dem Tod der betroffenen Person ist die bevollmächtigte Person, die von der betroffenen Person durch eine Verwaltungsverordnung oder eine öffentliche Urkunde oder eine private Urkunde mit vollem Beweiswert und durch bei dem Verantwortlichen gemachte Erklärung autorisiert wurde, berechtigt die gesetzlich festgelegten Rechte, die den Verstorbenen in seinem Leben zugestanden sind, auszuüben.

Wenn die betroffene Person keine Erklärung abgegeben hat, sind nahe Familienangehörige gemäß dem Bürgerlichen Gesetzbuch auch ohne Erklärung dazu berechtigt bestimmte Rechte, die dem Verstorbenen in seinem Leben zugestanden sind, auszuüben.

**Rechtsbehelf**

Falls die betroffene Person der Auffassung ist, dass der Verantwortliche eine gesetzliche Bestimmung bezüglich Verarbeitung verletzt hat, oder einer Anforderung nicht entgegengekommen ist, dann kann sie ein Verfahren bei der Ungarischen Behörde für Datenschutz und Informationsfreiheit (Adresse: 1125 Budapest, Szilágyi Erzsébet fasor 22/c, Postanschrift: 1530 Budapest, Pf.: 5., Telefon: +36 (1) 391-1400, Fax: +36 (1) 391-1410, E-Mail: ugyfelszolgalat@naih.hu, URL: http://naih.hu) im Interesse der Einstellung der vermeintlichen rechtswidrigen Verarbeitung einleiten.

Falls die Rechte der betroffenen Person verletzt wurden, oder wenn der Verantwortliche einer Anforderung nicht entgegengekommen ist, kann die betroffene Person sich gegen den Verantwortlichen an das Gericht wenden. Das Gericht befasst sich mit der Sache im Eilverfahren. Die Entscheidung des Rechtsstreits ist die Zuständigkeit des Landgerichts.

Falls Sie hinsichtlich der Facebook-Seite der MultiAppsFactory Kft. feststellen, dass die gesetzlichen Bestimmung bezüglich Verarbeitung verletzt worden, oder einer Anforderung nicht entgegengekommen sei, dann fällt das in die Zuständigkeit von Facebook, denn Ihre Daten von Facebook Ireland Ltd. (4 Grand Canal Square, Grand Canal Harbour, Dublin 2, Ireland) verarbeitet werden. In dieser Sache ist die irische Datenschutzbehörde berechtigt zu verfahren. Wenden Sie sich mit Ihrer Beschwerde bitte an die irische Data Protection Commission (21 Fitzwilliam Square, South  
Dublin 2, D02 RD28, Ireland).